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Purpose: The purpose of this document is to define a common approach to cybersecurity assessment in Personal Health Devices (PHDs)/Point-of-Care Devices (PoCDs) and define an iterative, systematic, scalable, and auditable vulnerability assessment appropriate for use in the design of PHDs/PoCDs.

Need for the Project: Manufacturers of regulated personal health devices are required to address cybersecurity vulnerabilities through a detailed risk analysis of use cases specific to the device. Currently, there are various approaches to vulnerability assessment, some of which are not repeatable, scalable, systematic, and auditable. Both manufacturers and regulatory bodies could benefit from a common approach to vulnerability assessment based on threat modeling capable of analyzing all types of PHDs/PoCDs across domains and described in trusted open consensus recommendations. Likewise, patients, providers, and payers should benefit from consistent and sufficient information provided in
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8.1 Additional Explanatory Notes: Within the context of secure Plug & Play interoperability, cybersecurity is the process and capability of preventing unauthorized access, modification, misuse, denial of use, or the unauthorized use of information that is stored on, accessed from, or transferred to and from a Personal Health Device (PHD) and/or Point-of-Care Devices (PoCD). The process part of cybersecurity is a detailed risk analysis of use cases specific to personal health devices.